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1
NETWORK SECURITY AND VARIABLE
PULSE WAVE FORM WITH CONTINUOUS
COMMUNICATION

CROSS-REFERENCE TO RELATED
APPLICATIONS

This application claims the benefit of U.S. Provisional
Patent Application Ser. No. 61/819,861, which was filed
May 6, 2013, which is incorporated herein by reference in its
entirety.

BACKGROUND OF THE INVENTION

In the past Wi-Fi Internet security within a building has
been problematic, especially within public areas. A facility
or business has been faced with many difficult choices
particularly when accommodating customer or employee
convenience and security concerns related to networks,
secure information and/or data as stored on servers. Fre-
quently a company or facility has needed to balance indi-
vidual needs to access a Wi-Fi networks or servers and
security to confidential and/or proprietary information. The
present invention provides a unique and convenient method
to improve security within a facility with respect to a number
of types of networks and Internet access within public,
semi-private and/or private areas.

In the past, communication and/or data transfer as embed-
ded within pulsed light emitting diode (LED) light trans-
missions, and reception of pulsed LED light carrier signals
has not been optimized when LED lights have been modu-
lated through a power off state during a transmission cycle.
The known modulation techniques actuate the LED’s
between an on transmission status through an off non-
transmission status which in turn causes the memory or the
memory cache for the information or data transmission to
become exhausted or saturated, slowing the communication
rate for the transmission of information and/or data embed-
ded within the pulsed LED light carrier signals. The present
invention provides a novel modulation system which maxi-
mizes the speed of information and data transmission as
embedded within pulsed LED light carrier signals, which in
turn reduces memory cache exhaustion or saturation.

GENERAL DESCRIPTION OF THE INVENTION

In one embodiment the invention includes a pulsed light
communication device having at least one transmission light
emitting diode, at least one photo detector, and a plurality of
indicator light emitting diodes, the plurality of indicator
light emitting diodes emitting at least one of a plurality of
wavelengths of colored light;

In one embodiment the invention includes a controller in
communication with the at least one transmission light
emitting diode, the at least one photo detector, and said
plurality of indicator light emitting diodes.

In at least one embodiment, the pulsed light communica-
tion device is in communication with at least one network,
the at least one network having a network security level, the
network security level being identified by at least one of the
plurality of wavelengths of colored light.

In at least one embodiment, the controller is constructed
and arranged to communicate with the network and to
illuminate the indicator light emitting diodes to emit the at
least one wavelength of colored light identified for the
network security level.
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In at least one embodiment a managed switch is in
communication with the controller.

In at least one embodiment, the managed switch provides
at least two networks where each of the at least two networks
has different network security levels, and each of the net-
work security levels are identified by a different wavelength
of colored light.

In at least one embodiment, the invention includes an
electronic device, where the electronic device is in commu-
nication with a pulsed light communication device, the
electronic device comprising a controller, at least one trans-
mission light emitting diode, at least one photo detector, a
network interface and a plurality of indicator light emitting
diodes, the plurality of indicator light emitting diodes com-
prising light emitting diodes emitting at least one of a
plurality of wavelengths of colored light, the controller
being in communication with the at least one transmission
light emitting diode, the at least one photo detector, and said
plurality of indicator light emitting diodes, where the elec-
tronic device is in communication with at least one network,
the at least one network having a network security level, the
network security level being identified by at least one of the
plurality of wavelengths of colored light, and where the
controller is constructed and arranged to communicate with
the network to illuminate the indicator light emitting diodes
to emit said at least one wavelength of colored light iden-
tified for the network security level.

In at least one embodiment, the invention includes at least
one second transmission light emitting diode, at least one
second photo detector, and a plurality of second indicator
light emitting diodes, the plurality of second indicator light
emitting diodes emitting at least one of a plurality of
wavelengths of colored light, and a second controller in
communication with the at least one second transmission
light emitting diodes, the at least one second photo detector,
and the plurality of second indicator light emitting diodes
wherein the pulsed light communication device is in com-
munication with the at least one network, the second con-
troller is constructed and arranged to communicate with the
network and to illuminate the second indicator light emitting
diodes to emit the at least one wavelength of colored light
identified for the network security level.

In at least one embodiment, the invention includes at least
one transmission light emitting diode, at least one photo
detector, and a controller in communication with the at least
one transmission light emitting diode and the at least one
photo detector, the controller generating a continuous unin-
terrupted modulated pulsed light emitting diode light signal
transmitting information or data, the continuous uninter-
rupted modulated pulsed light emitting diode light signal
having a sensitivity threshold detection level, where the
continuous uninterrupted modulated pulsed light emitting
diode light signal has an amplitude equal to or above the
sensitivity threshold detection level.

In at least one embodiment, the information or data
comprises an origination identifier and the origination iden-
tifier comprises global positioning system information.

In at least one embodiment, the information or data
comprises a destination identifier, and the destination iden-
tifier comprises global positioning system information.

In at least one embodiment, the invention includes global
positioning system routing system information.

In at least one embodiment, the continuous uninterrupted
modulated pulsed light emitting diode light signal has con-
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stant amplitude, variable amplitude, constant frequency,
variable frequency and/or any combination thereof.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1is an isometric view of one alternative embodiment
of'a dongle or LED light link key used in the practice of the
invention.

FIG. 2 is a bottom or face view of one alternative
embodiment of an LED light fixture used in the practice of
the invention.

FIG. 3 is an isometric view of one alternative embodiment
of an electronic device used in the practice of the invention.

FIG. 4 is a system diagram of one alternative embodiment
of the invention.

FIG. 5 is a block diagram of one alternative embodiment
for the operation of the switch used in the practice of the
invention.

FIG. 6 is a duty cycle graph of one alternative embodi-
ment of the invention.

FIG. 7 is an alternative duty cycle graph.

FIG. 8 is an alternative duty cycle graph.

FIG. 9 is an alternative duty cycle graph.

FIG. 10 is a duty cycle graph of one alternative embodi-
ment of the invention.

FIG. 11 is a duty cycle graph of one alternative embodi-
ment of the invention.

FIG. 12 is a duty cycle graph of one alternative embodi-
ment of the invention.

FIG. 13 is a duty cycle graph of one alternative embodi-
ment of the invention.

FIG. 14 is a duty cycle graph of one alternative embodi-
ment of the invention.

DETAILED DESCRIPTION OF THE
PREFERRED EMBODIMENTS

In some alternative embodiments the invention is directed
to the improvement of Internet network security within a
facility. The invention identifies and displays a type or level
of Internet or network access by an individual electronic
device 30 within a public or private area. In some alternative
embodiments, the invention is directed to a modulation
system for carrier signals of embedded pulsed LED light
communication of information and/or data, where the modu-
lation system reduces memory or memory cache exhaustion
or saturation during transmission of the pulsed LED light
communication carrier signals.

In one alternative embodiment, an individual, a business,
or a facility may provide the public or employees within a
public space, semi-private space, or private space Internet
access, or access to one or more networks. In situations
where the individual, business, or facility is concerned about
security, the individual, business, or facility may elect to
simultaneously provide one or more alternative networks
having different levels of security for designated areas
within a facility. The alternative networks provided by the
individual, business, or facility may utilize optical trans-
ceivers for receipt and transmission of visible light or
illumination comprising embedded pulsed LED communi-
cation signals used for transmission of information or data.

In some embodiments an individual, business, or facility
providing Internet access or access to a network at a facility
may provide any desired number of Internet or other net-
works, one of which may be identified as a blue network,
which is a network utilizing optical transceivers and visible
LED light communication signals. The blue network may
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represent designated public access to a network or Internet
and the lowest level of security for an individual within a
particular designated space. In this embodiment an indi-
vidual may walk into a public area and access the Internet or
network in a manner similar to an individual accessing the
Internet using a laptop computer, a cellular telephone, a
tablet computing device or other electronic communication
device. The individual may access the Internet through the
use of the pulsed LED light or visible LED light commu-
nication signals including embedded information or data via
an LED light link key, or an LED dongle device 10 which
may be coupled to, or built into, the electronic communi-
cation device, computer, cellular telephone, tablet, handheld
or portable communication device, or any other electronic
device capable of transmission and/or receipt of pulsed LED
light or visible light communication signals. In alternative
embodiments an LED light link key or dongle device 10 may
be releasably connected to the electronic communication
device 30 for communication of information or data through
embedded pulsed LED light transmissions or communica-
tion signals between the electronic device 30 and an LED
light fixture 12 including a controller/server 40.

In at least one alternative embodiment as depicted in FIG.
1 an LED light link key or dongle device 10 is shown. The
LED light link key 10 in some embodiments includes a
housing 14, a USB or other electronic device interface 16, at
least one transmission LED 18, and at least one photo diode
20. In at least one embodiment, the LED light link key 10
includes a circuit board having a microchip controller or
processor (not shown). In some embodiments, a plurality of
indicator LED’s 22 are disposed on the exterior surface of
the housing 14. The indicator LED’s 22 are in electrical
communication with the microcontroller or, processor of the
LED light link key 10. The microcontroller or processor of
the LED light link key 10 is also in electrical communication
with the at least one transmission LED 18 and at least one
photo diode 20.

In some embodiments, the indicator LED’s 22 are formed
of LED’s generating different wavelengths of visible light
such as blue LED’s 24, green LED’s 26, and red LED’s 28.

In some embodiments, the microcontroller for the LED
light link key 10 will identify, or receive a transmission for
the identification of, a location for an LED light fixture 12
and the general proximity of an electronic device 30 within
a designated area.

In at least one embodiment, LED light fixture 12 is
assigned a location identifier which in some embodiments
may include global positioning system information (GPS
information). In addition, in at least one embodiment, LED
light fixture 12 will include software to assist in routing of
communications, data, or information as a portion of a
global positioning system routing system (GPSRS) to a
destination identifier from an origination identifier as inte-
grated into LED light fixtures 12 where a plurality of fixtures
12 from a communication network. In some embodiments,
an electronic device 30 or an LED light link key 10 will
include a device identifier which will be embedded in
communications or information transfer to an LED light
fixture 12. An LED light fixture 12 receiving an embedded
LED signal from a LED light link key 10, or electronic
device 30, will be able to identify the location of the LED
light link key 10 or electronic device 30 as being proximate
to the LED light fixture 12, which includes a unique iden-
tifier and assigned GPS and other location information and
GPSRS routing system information. In at least one embodi-
ment the identification of the location of an LED light link
key 10, or electronic device 30, may be dynamic and based
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on recognition of the relative location of the LED light link
key 10, or electronic device 30, relative to a unique LED
light fixture 12 having an assigned location identifier. In
some embodiments, the unique location identifier for the
LED light fixture 12 is stored in controller or server 40.

In some embodiments, the microcontroller for the LED
light link key 10 will also recognize the level of security for
the network being accessed by the electronic device 30
within the designated area where the microcontroller will
illuminate a select color of indicator LED’s 22, which will
be visible to an individual within the vicinity of the elec-
tronic device 30. For example, if the security area for a
particular space is designated as having a blue security
clearance level, and the electronic device 30 is accessing the
blue network, then the microcontroller on the LED light link
key 10 will illuminate the blue LED’s 24 on the exterior of
the housing 14 to generate an observable blue light for the
electronic device 30. The blue light will be observable to the
individual and others within the vicinity of the electronic
device 30.

In some embodiments as depicted in FIG. 2 an LED light
fixture 12 is shown. The LED light fixture 12 may include
a plurality of LED’s 32, at least one photo diode 20, at least
one camera 34, and at least one microphone 36 and/or
speaker 38. The LED’s 32, camera 34, microphone 36,
and/or speaker 38 are in communication with a fixture
controller/server 40 and power unit disposed on the opposite
side of the LED light fixture 12. The LED’s 32 generate
illumination as well as pulsed LED light carrier signals
embedded with information, communications, or data to be
transmitted over a pulsed LED light information carrier
network.

In at least one alternative embodiment, the LED light
fixture 12 includes a plurality of indicator LED’s 22 com-
prising LED’s generating blue light 24, green light 26,
and/or red light 28 to name a few. As depicted in FIG. 2, the
indicator LED’s 22 are disposed proximate to the exterior
circumference of the LED light fixture 12. In alternative
embodiments, the indicator LED’s 22 may be disposed at
any location or in any configuration on the face of the LED
light fixture 12.

In some alternative embodiments, the indicator LED’s 22
of the LED light fixture 12 are in communication with an
LED fixture controller/server 40 in order to generate a
particular color of observable light representative of a secu-
rity level for a designated area. For example, a lunchroom or
reception area may be designated as a blue network security
area where the controller 40 for the LED light fixture 12 will
illuminate the blue LED’s 24 displaying a blue light cir-
cumference for the LED light fixture 12. Individuals may
then know the level of security access and networks autho-
rized within a designated security area within a facility by
observation of the emitted color of the LED light from the
circumference of the LED light fixture 12.

In some embodiments, unauthorized access to an alterna-
tive network having a designated higher security clearance
may cause the LED light fixture 12 to change the color of the
indicator LED’s 22 and may cause the indicator LED’s 22
to flash to visually identify that an unauthorized network
access has been attempted or obtained within a particular
designated area. Individuals may then attempt to identify the
unauthorized access to the network or the security level for
the attempted unauthorized network access, whereupon the
authorized network and/or the network having the higher
security level may be either manually or automatically
terminated for a designated area or areas by a trigger or other
threshold device or event, including a timing cycle or
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countdown. Corresponding to a timing event the intervals
between flashes of the indicator LED’s 22 in one embodi-
ment may decrease as network severance becomes more
imminent. In some embodiments the rate of flashing of the
indicator LED’s 22 will increase until severance to network
access OCCurs.

In at least one embodiment, if unauthorized access to a
restricted secure network is attempted from a low security
zone, an investigation signal will be transmitted by the
server 40 of LED light fixture 12 to a facility security station
where a security breach investigation may be immediately
initiated. In at least one embodiment, if unauthorized access
to a restricted secure network is attempted from a low
security zone, a recording may be triggered activating cam-
era 34, and/or microphone 36 which are in communication
with server/controller 40 of LED light fixture 12, to record
images and sound within the low security zone to identify an
individual attempting to obtain unauthorized access to a
secure network. The identification of the attempted unau-
thorized access may be facilitated by the change in color of
the indicator LED’s 22.

In at least one embodiment, an electronic device 30 is
broadly defined to include laptop computers, cellular tele-
phones, tablet computing devices and/or other electronic
devices which are capable of, or may be modified to,
communicate with a network or Internet through the use of
pulsed LED light carrier signals including embedded infor-
mation or data communications or transmissions. In some
embodiments, the electronic device 30 may include a USB
or other port which is constructed and arranged to receive a
connecting USB or other interface 16 of an LED light link
key 10.

In alternative embodiments, the electronic device 30 may
include built-in elements of at least one photodetector 20, at
least one transmission LED 18, at least one camera, at least
one microphone, at least one speaker, and/or a plurality of
indicator LEDs’s 22. The indicator LEDs’s 22 as built into
the electronic device 30 will also be formed of the blue
LED’s 24, green LED’s 26, and red LED’s 28. In some
embodiments, the controller for the electronic device 30 is
in communication with the indicator LED’s 22 which dis-
play a color representative of the security level for the
network or Internet which is being accessed by an individual
within a designated area of a facility. In some embodiments,
the elements of the at least one photodetector 20, the at least
one transmission LED 18, and/or the indicator LED’s 22,
may be disposed at any desired location on an electronic
device 30 or alternatively may be Incorporated into the
electronic device 30 at any desired location.

In one alternative embodiment, for example an individual
may be present in a lunchroom at NASA or other public or
private gathering area where the individual is accessing the
Internet over a network using an optical transceiver and
visible LED light communication signals through the use of
an electronic device 30. In this example the optical light
transceiver of fixture 12 will include a light sensor or
photodiode 20 which may include indicator LED’s 22
around the fixture 12 which may illuminate different colors
dependent upon the network being accessed by an indi-
vidual. If a network having a first level of security is
designated as the blue network then the indicator LED’s 22
around the fixture 12 may be blue and be observed by
individuals located in the NASA lunchroom. The Internet
signal from the electronic device 30 used by the individual
will generate a signal, code, or communication which is
received by the photo diodes 20 of the optical transceiver of
the fixture 12, where the signal, code, or communication will
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be recognized as having a designated level of security, in
turn causing the indicator LED’s 22 on the fixture 12 to emit
a visible color representative of the Internet or network
being used by the individual electronic device 30, and the
level of security access for the designated area. In one
embodiment, if an area is designated as a general or public
security area, and the blue indicator color is selected for the
Internet or network and security level in the designated area,
then an individual in this designated area accessing the
Internet or network will cause the indicator LED’s 22 on the
electronic device 30 and the LED light fixture 12 to emit a
blue light.

In some embodiments, an LED light fixture 12 may
include a plurality of rows, columns, or rings of indicator
LED’s 22 where each row, column, or ring may be assigned
to communicate different colors representative of security
levels. For example one ring may represent the security level
for a designated area and a secured ring may represent the
network accessed by an electronic device.

In some alternative embodiments, a second or additional
network having a higher security level may be designated by
the indicator LED’s 22 illuminating light having the color
red. An individual located in a public area, such as the
Iunchroom example as identified above, where the network
security is designated for the color blue, attempting to access
a red or more secure network, will cause some or all of the
indicator LED’s 22 on the electronic device 30 and/or the
transceiver/fixture 12 to emit a red light, which in turn will
provide to individuals and security personnel at least a visual
signal that someone is attempting to access a higher security
network in an area designated for low security access,
signaling investigation to an unauthorized network access
based upon the selected security area.

In an alternative embodiment having a designated area
such as a lunchroom as identified above, the software
integral to the electronic device 30 may cause the micro-
controller of the electronic device 30 to generate a signal
which is transmitted by embedded pulsed LED light from
the transmission LED 18 for receipt by the photodiode/
photodetector 20 of the transceiver/light fixture 12. The
signal from the electronic device 30 represents the security
level for the network/Internet which is being accessed by the
electronic device 30. A network security level identification
signal may be periodically transmitted over the network or
Internet which is received by the photodetector 20 on the
electronic device 30 and is re-transmitted upstream to the
photodiode/photodetector 20 of the transceiver/light fixture
12. In some embodiments, the electronic device 30 receives
a network security level identification signal which is pro-
cessed by the microcontroller for the electronic device 30,
which illuminates the appropriate indicator LED’s 22 on the
electronic device 30. In some embodiments, the electronic
device 30 both receives and transmits the received network
security level identification signal, and illuminates the
appropriate color of indicator LED’s 22 on both the elec-
tronic device 30 and the transceiver/fixture 12.

In some embodiments areas for a facility may be desig-
nated for a lower security level such as a guest or a visitor
and other areas may be designated for an intermediate
security level identified by a green indicator light and higher
security areas may be designated by the color red. It should
be noted that more or fewer security levels for Internet
access or networks may be assigned where each level is
assigned a corresponding color for the indicator LED’s 22.
In some embodiments, the modulation or intensity of one or
more of the indicator LED’s 22 may be generated simulta-
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neously to provide any desired color combination derivative
from output of a combination of red, green, and blue
wavelengths of visible light.

In one alternative embodiment, the indicator LED’s 22
may be arranged in a ring which may emit observable light
of different colors. In an alternative embodiment, if an
individual entered into a NASA conference room or lunch-
room and attempted to access a network having a security
clearance which was not authorized for the designated area,
which might be a network having top secret security clear-
ance, (red network) then individuals present in the confer-
ence room/lunchroom designated as a network for a guest or
a visitor (blue network) would be able to observe an incor-
rect color indicator representing attempted access to a high
security network.

In some embodiments the recognition of the appropriate
network security and the control of the indicator LED’s 22
may be accomplished through the use of software, hardware
or a combination of software and hardware which may be
integral to an optical transceiver for an electronic device 30
or LED light fixture 12 or both. In some embodiments
without the use of the indicator LED’s 22, if an individual
were to access an authorized network within a designated
area and then attempt to access to an unauthorized more
secure network, identification of the unauthorized access
would be difficult.

In some embodiments in order to accomplish the provi-
sion of separate networks having different security levels to
designated areas, a managed switch 42 may be utilized either
upstream or downstream from the server 40 and optical
transceiver of the light fixture 12, so the pulsed LED light
communication signals then become the communication
link. In this embodiment, an area would not utilize different
jacks for every different available network. In some embodi-
ments, the use of optical transceivers and the use of one or
more managed switches 40 are used to enhance flexibility
and functionality for a facility where only one device may be
required to be provided in order to access multiple different
networks having alternative security clearances. In at least
one embodiment the managed switches 42 are capable of
software switching to different networks, which in turn
provides access to different levels of security.

Managed switches 42 may vary in speed and the flexibil-
ity for the isolation of signals between networks to prevent
transition from one network to another, thereby violating
security protocols.

In at least one embodiment the pulsed LED light carrier
signals as generated from an optical transceiver may be used
as a portal for access to a managed switch 42, which in turn
provides access to a designated network having a set secu-
rity clearance.

In at least one embodiment, access to different networks
having different security authorizations may occur through
the use of identifiers such as a Mac code for the electronic
device 30. In other embodiments an LED light link key 10
may include an identifier such as a Mac code establishing a
security authorization for a particular electronic device 30
which is interfaced with LED light link key 10. In some
embodiments the LED light link key 10 may be plugged into
a computer or other electronic communication device 30,
where the designated client access LED light link key 10
lights up the indicator LED’s 22 and provides a pulsed LED
light communication signal through a pulsed LED light
communication network. In at least one embodiment the
designated client access LED light link key 10 may include
a unique Mac or other code which may be recognized by the
managed switch 42 and infrastructure behind the managed
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switch 42, to determine whether or not an individual is
authorized to communicate with one or more networks or
networks having different security authorization parameters.

In at least one embodiment, at least one transceiver/LED
fixture 12 may provide varied pulses which may be identi-
fied as sync pulses, or synchronization pulses, which retain
data so that a processor integral to or separated from an
optical transceiver for the LED light fixture 12 may recog-
nize and discern the data and/or the sync pulses to provide
pulsed LED light communication and/or transmission of
information or data.

In at least one embodiment the utilization of synchroni-
zation pulses, which may include data, may be readily
recognized by the managed switch 42 and/or processor 40
integral to, or removed from, an optical transceiver for the
fixture 12 to either permit or restrict access to a particular
network functioning in a manner similar to a master key
system for a building. In some embodiments certain keys
may provide access or authorization to certain networks or
doors and other keys may only open a single network or
door. In at least one embodiment access into a network may
be regulated by a managed switch 42, synchronization
pulses and/or through the use of hardware.

The designated client access device or LED light link key
10 may include any type of identification or authorization
code similar to a PC or Mac address which would function
as a device identifier and network access signal identifier.
The identification or authorization code of the LED light
link key 10 used during optical communications would be
unique, so that access and/or a transmission based upon an
identification or authorization code for a network having a
higher security would be gibberish and unrecognizable for a
lower security network, including a managed switch 42. In
at least one alternative embodiment access into different
network environments may be regulated by a hardware key
as compared to an identification or authorization code or
sync pulses of software used in an LED light fixture 12 or
an electronic device 30. In at least one alternative embodi-
ment, access into different network environments would be
regulated by a combination of software as incorporated into
an electronic device 30, LED light fixture 12, managed
switch 42, and/or a hardware key in any combination. In at
least one embodiment it would not be possible to access a
restricted network with an incorrect pulse identification,
which would physically prevent access to a restricted net-
work. In at least one embodiment for the master key for a
network, one or more branches or sub keys for sub networks
may be available such as key “A” network which may have
branches such as “AA”, “AB”, “AC”, “AD”, “AE”, repre-
sentative of sub-networks, and underneath the sub-branches
additional sub-branches may be available, so one pulse may
provide authorization and/or access into one network or
area, and another modulation of the pulse, the timing of the
pulse, or sync of the pulse may provide authorization and/or
access to other networks.

In at least one embodiment, as depicted in FIG. 5, a
plurality of networks “A”, “B”, “C”, and “D” are identified.
In some embodiments, any number of networks may be
used. In some embodiments each network may be assigned
a limited range of wavelengths of light in the visible
spectrum. For example, light in the visible spectrum nor-
mally occurs between wavelengths of light of approximately
380 nm violent to 740 nm red. In some embodiments, a
network, for example network “A”; may be restricted to
wavelengths of light between 380 nm and 430 nm. In some
embodiments, the LED light link key 10 may include
software or hardware to recognize, receive, and/or emit
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wavelengths of light only between 380 nm and 430 nm. In
some embodiments, network “A” may include sub-networks
“AA”, “AB”, “AC”, and “AD”. In some embodiments,
sub-network “AA” may include software or hardware to
recognize wavelengths of light between 420 nm and 430 nm.
In some embodiments, the managed switch 42 and/or the
server 40 for the transceiver of the LED light fixture 12 may
only transmit sync pulses to a particular identified electronic
device identifier which has assigned software and a Mac
address for receipt of wavelengths of light between 420 nm
and 430 nm. In the controller 40 for the LED light fixture 12
and/or the managed switch 42, the wavelength of light
between 420 nm and 430 nm may be assigned as a low
security network and assigned the blue LED’s 24 for the
indicator LED’s 22 for display on the electronic device 30
and/or LED light fixture 12.

In alternative embodiments, the sub-network “AA” may
include additional sub-networks such as “AAl1” which
include software and/or hardware to recognize wavelengths
of light between 428 nm and 430 nm. In this manner, sync
pulses and assignment of wavelengths of visible light may
be used to establish any desired number of networks. Each
network may also be assigned a different security level. In
some embodiments, the managed switch 42 and the control-
ler 40 of the LED light fixture 12 receive and recognize the
identifier for an LED light link key 10, or internal identifier
from an electronic device 30, to recognize an authorized
network based on approved security within a designated
facility location. In addition, the authorized network in
conjunction with the indicator LED’s 22 transmit a color to
verify authorization to the appropriate network in the
approved designated area. Deviation from the authorized
network, and/or authorized designated area in some embodi-
ments will display a visual signal indicating unauthorized
access and may result in network deactivation.

In some embodiments, the use of software and hardware
or combinations of software and hardware within the
devices of the managed switch 42, LED light link key 10,
electronic device 30, and/or server 40 for the optical trans-
ceiver for the LED light fixture 12 may establish any number
of networks with any desired security level within any
designated area of a facility. Further, the use of the indicator
LED’s 22 improves network security authorization reducing
risk of a security breach.

In some embodiments, more than a single network, sub-
network or sub-sub-network may be assigned the same
security clearance and color indicator from LED’s 22. In
some embodiments the use of a number of networks
arranged in a tree or hierarchy reduces network saturation
improving pulsed LED light communications and/or infor-
mation or data transfer. In some embodiments, a plurality of
wavelengths of visible light are emitted simultaneously from
one or more LED’s to accomplish improved LED pulsed
light embedded communications.

In at least one embodiment, a variation of an eight
conductor cable, category six cable, may provide two or
more channels which may vary the voltage to the LED’s 32
of the LED light fixture 12 affecting the pulsed light output
to accomplish embedded pulsed LED light communication.
Embedded pulsed LED light communication is an effective
way of managing the intensity levels for the pulsed light
output during communications/transmissions while simulta-
neously providing 100% communication/transmission capa-
bility.

In at least one embodiment, independent variable features
may be incorporated into the managed switch 42 for access
to independent networks, which may also include variable



US 9,455,783 B2

11

capability of the timing pulses and/or sync pulses. Variations
utilized in association with the timing pulses and/or sync
pulses may include, but are not necessarily limited to,
operations which function is a manner similar to AM or FM
modulation communication schemes. In some embodiments
the timing pulses and/or sync pulses may be or may include
digital encryption methods or techniques. It should be noted
that the types of variations to be utilized in association with
the timing pulses and/or sync pulses is not restricted to the
types identified herein and may include other types or
variations to accomplish the desired data or other commu-
nication transfer occurring through pulsed LED light com-
munications as embedded within illumination provided to a
user.

In at least one embodiment the above features accomplish
network differentiation, or security access differentiation, for
an individual using a network. In at least one embodiment,
an individual obtains access to a network by passing a first
hardware door, then the individual may obtain access to the
managed switch 42 and/or the software doors prior to
connection to a desired network having assigned security
clearance levels.

In at least one embodiment, as the proficiency of the
network switch, acting as a managed switch 42 is improved,
the security between different networks is enhanced. In at
least one embodiment a hardware door is provided in
addition to a software door prior to access to a desired
network thereby improving the overall security for network
usage.

One problem associated with embedded pulsed light
communication is related to the reduced intensity of the
LED’s during a known duty cycle passing through zero
which interferes with the communication signal. The present
invention in at least one embodiment, provides pulsed LED
light embedded communication without interfering with the
communication signal, by varying the duty cycle of the pulse
wave form, deviating from the duty cycle traditionally
provided to the LED’s used for illumination and/or signal
transmission.

In the past, the duty cycle exposed to LED’s during
transmission of information/data did not permit constant and
continuous communication. In the past, the variation of the
known duty cycle passes through zero causing complica-
tions and slowing down the pulsed light communications,
and in certain instances actually resulted in stoppage of the
communication. In the past the use of a standard duty cycle
for the LED’s during operation for transmission of embed-
ded pulsed light communication signals has resulted in
interrupted communication, reducing the value and effi-
ciency of pulsed LED light communications.

Interrupted pulsed LED light embedded communication
or transmissions have occurred because a typical duty cycle
for the LED’s passes through a zero or off state as depicted
in FIG. 6. The passing of the duty cycle through zero or off
state in turn interrupts/terminates embedded pulsed light
transmissions/communications when the LED duty cycle is
off or at zero. The communication/transmissions from the
server 40 or controller on an electronic device 30 are not
interrupted or terminated where transmission/communica-
tions are continuously sent to, or stored in memory for a
device having embedded pulsed light transmission commu-
nication capabilities. In these instances, the memory or
memory cache capacity for the device may become
exhausted and/or memory bandwidth saturation may occur,
which in turn slows down the transmission/communication
of information or data transmission through the use of the
embedded pulsed LED light communications.
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In at least one embodiment, the invention varies the
voltage provided to the LED’s using injector circuits having
variable voltage control circuits and/or a variable power
supplies or miniature variable power supplies. In at least one
embodiment, the use of variable injector circuits having
variable voltage control and/or power supply (which may be
miniature) maintains the efficiencies and running the LED’s
to improve the performance, quality, and operation of
embedded pulsed LED light communication signals. In at
least one embodiment, the variable voltage as provided to
the LED’s maximizes the efficiencies and transmission of
embedded pulsed LED light communications while simul-
taneously providing a desired output of illumination. In at
least one embodiment the use of variable voltage as pro-
vided to the LED’s provides or enables the embedded
communication pulses to have total exclusivity to any varia-
tion in pulses. At least one embodiment, power may be
provided over the Ethernet.

In some embodiments, the voltage provided to an LED
light fixture 12 originally may be fixed which may be
replaced with variable voltage. Variable voltage aids in
communication and adds to the efficiency and the intensity
of the light, and permits variation on two or more channels
over an ethernet, so that control of the color may be
provided, thereby reducing the more yellow light warm and
increasing the more white cool light provided by an LED
light fixture 12. In some embodiments, warm light may also
be referred to as hot, and cool light may be referred to as
cold. In certain embodiments it is desirable to reduce the hot
light and the cold light or both. In some embodiments, it is
desirable to not terminate or to turn the duty cycle for the
LED’s off, so that a pulsed LED light generated communi-
cation signal may continue, and may be sufficiently strong so
that the signal may continue to communicate or transmit
information or data. In the past the known duty cycle for
LED’s terminating power at regular intervals, increased the
difficulty to maintain continuous communications, while
simultaneously providing a perceived reduction in light
emission or illumination. The provision of reduced and/or
terminated pulsed LED light duty cycles increased the
difficulty to communicate and/or slowed down the pulsed
LED light communications.

In some embodiments, a duty cycle operates by providing
within a standard communication a data pulse train driving
the current into the LED’s. The light output from the LED’s
is modulated based on that data pulse train provided to the
LED’s. In some embodiments, in order to dim the lights,
another train of pulses is embedded into the original data
pulse train so that a blanking out of the whole system occurs,
to shut the LED lights off completely at regular intervals.
When the LED lights are on at regular intervals, then data
continues to be emitted from the LED lights, however, when
the LED lights are completely off at regular intervals, then
no data is being transmitted through the standard dimming
approach. In some embodiments this also equally applies to
color changing to provide dim to cool light or dim to warm
light, and the desired variation in color would occur along
with the desired level of dimming of the lights.

In at least one embodiment, instead of embedding an
on/off blanking signal over an original signal, in order to dim
the LED lights, the LED lights are on at all times so the data
is moving at all times. In order to transmit pulsed LED light
communication signals as embedded within illumination or
light, in one embodiment, a lower total voltage or current is
output as compared to the average current or voltage output
being provided to the LED’s. By lowering the voltage and
providing a continuous light emission or illumination, a
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continuous stream of data pulse trains is available. In some
embodiments, the use of a modified duty cycle in replace-
ment of an off cycle does not sacrifice what could be 50%
of the communication capability of a traditional pulse train.
In some embodiments, the use of a modified duty cycle
eliminating and off cycle does not sacrifice band width for
the embedded pulsed LED light transmissions/communica-
tion. This embodiment does not sacrifice band width because
the turning on and off of a transmission of embedded data
communication is removed, where the pulsed LED light is
not modulated in and on/off manner.

In at least one embodiment during a period of time where
the current is applied to the LED diodes to provide illumi-
nation, variations are provided in the current to create a data
pulse stream. In the past the current is either on or off
providing a data pulse stream and a duty cycle which is on
or off giving the perception to the human eye that the light
is less intense, because it is turning on and off very rapidly,
and an individual’s eye starts to observe less photons and
perceives that the light is dimming. During the duty cycle
when the current is off and the pulse width is at zero, there
is no light, and it is dimming the total illumination observed,
which simultaneously prevents data communications during
the periods of time when the current is zero, which in turn
prevents/reduces the available time for transmission of com-
munication data further lowering band width.

When current is returned to the LED’s and illumination
resumes, the human eye starts perceiving illumination and
simultaneous transmission of data resumes which is embed-
ded in the illumination. The duty cycle as known is in a
repetitive sequence of on/off, on/off, repeating.

In the traditional duty cycle for LED embedded signals,
data may only be transmitted within illumination pulses
when current is being provided to the LED’s. There is no
light between pulses, so there is no ability to carry data when
the light carrier is off, which reduces the ability to carry data.

In at least one embodiment the voltage is varied, however,
the voltage is always on, and no period of time is provided
in which the duty cycle or the voltage is off. As a result, data
may then be embedded into a continuous or constant data
stream providing a 100% band width carrier. In at least one
embodiment the provision of variable and continuous volt-
age provides higher band width to provide pulsed LED light
embedded communications/transmissions.

The provision of continuous and variable voltage in
addition provides a smoother illumination dimming capa-
bility. In at least one embodiment the LED’s operate at
higher efficiency. In the traditional model an increase in the
duration of off time provides less light accomplishing dim-
ming of the illumination source. In at least one embodiment,
the LED’s are not off and dimming occurs by a reduction in
the current or voltage applied to the LED’s thereby reducing
illumination and accomplishing dimming without terminat-
ing power to the LED’s as occurs in the previously known
duty cycles.

In some embodiments if the number of LED’s utilized in
an LED light fixture 12 is increased, then the available LED
diodes may be operated at a lower intensity, however, due to
the increased number of available LED’s the overall desired
light output is obtained. The running of an increased number
of LED’s at a lower intensity increases the efficiency of the
LED’s significantly. In at least one embodiment the amount
of voltage applied to the LED’s may be varied to provide a
more efficient running of the diodes which results in the
efficient operation of the LED’s and the provision of a
desired illumination level.
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In at least one embodiment the illumination is provided as
a service, namely as a vehicle for data communication, as
opposed to the provision exclusively of illumination. In this
embodiment the use of an increased number of LED light
emitting diodes or units is desirable to maximize the pro-
vision of the services for data communication as well as
illumination for a designated area.

In some embodiments it is desirable to obtain the most
photons output based upon and the fewest electrons utilized.

In at least one embodiment the provision of variable
levels of voltage or current are passed to the LED’s, and the
various injectors provide variable output to produce more or
less voltage, increasing current and providing 100% com-
munication capability from the diodes, while continuing to
provide an option to vary and/or to dim the intensity of the
illumination. In some embodiments a trade-off is required
for the use of an increased number of LED’s, however, the
use of an increased number of LED’s in some embodiments
may result in an overall decreased electrical and capital
expense. In certain embodiments another trade-off is present
as related to the capital expense associated with the selection
of injectors. In some embodiments pulse modulated inten-
sity may provide a reduced expense because the use of a
digital analog potentiometer may be obviated. In some
embodiments, light conversion is higher at lower current
levels. In some embodiments, a pulse modulated intensity
may provide an enhanced economical approach. In at least
one embodiment the use of a larger number of LED’s 32 to
provide illumination improves efficiency conversion, saving
electricity, however, the initial capital expense may be
increased because of the necessity of a larger number of
LED’s and the quality of the injectors.

In some embodiments, the use of a variable power supply,
permits the use of two sets of diodes, or channel “A” which
runs a warm set of diodes, and channel “B” which may run
a cold set of diodes. The hot and cold channels may have
separate voltage controls which may be identified as injec-
tors. In some embodiments the term injectors is used syn-
onymously with a reference to a variable power supply. In
at least one embodiment, current is injected into certain
LED’s 32 and different current injectors are utilized for each
group of LED’s 32. In at least one embodiment current is
being injected to groups of LED’s 32 over the power supply
lines on a power over Ethernet scheme in order to provide
faster data transfers and improved illumination efficiencies.

In at least one embodiment as depicted in FIGS. 6 through
14 current or voltage is identified on the traditional “Y” axis
and the passage of time is represented on the traditional “X”
axis. In some embodiments the amplitude (along the “Y”
axis) of illumination or embedded LED light carrier signals
is increased as the current or voltage provided to the LED’s
32 is increased. Conversely the amplitude of illumination or
embedded LED carrier light signals is decreased as the
current or voltage provided to the LED’s 32 is decreased.

In at least one embodiment a microcontroller integral to
an LED light link key 10, electronic device 30, or controller
40 and LED light fixture 12 will know from memory, or
recognize the operational properties and parameters for a
photodiode 20 used during embedded pulsed LED light
transmissions/communications. The identification or recog-
nition of the properties/parameters for a photodiode 20 will
include a sensitivity threshold detection level for a minimum
amplitude and/or frequency of current/voltage required for
recognition of an embedded pulsed LED light transmission/
communication. In some embodiments, the current/voltage
provided to the LED’s 32 for transmission/communication
of embedded pulsed LED light carrier signals does not drop
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below the sensitivity threshold detection level, therefore, the
transmission/communication of embedded pulsed LED light
carrier signals is continuous and uninterrupted.

In some embodiments, the sensitivity threshold detection
level may vary between LED light link keys 10, electronic
devices 30, and/or LED light fixtures 12, where each micro-
controller or server 40 or variable power supply may
increase the minimum current provided to the LED’s 32 to
exceed the minimum sensitivity threshold detection level.

In at least one embodiment, to accomplish a desired level
or setting of illumination emitted from an LED light fixture
12, the current/voltage provided to the LED’s 32 from the
variable power supply or server 40 may be adjusted
upwardly to provide more illumination or downwardly to
provide less illumination provided that current/voltage is not
reduced below the sensitivity threshold detection level
which in one embodiment may be identified by reference
numeral 44. In some embodiments, the variable power
supply or server 40 control individual LED’s 32 or group of
LED’s 32 within an LED light fixture 12 to provide selective
wavelengths or emission levels of illumination, such as
color, intensity, and/or temperature such as a warm or cool
light.

In some embodiments, to accomplish a desired level or
setting of illumination emitted from an LED light fixture 12,
the frequency of the current/voltage provided to the LED’s
32 is varied. For example, an increase in the frequency of
pulsed signals will result in less time passage between
adjacent pulses of embedded LED carrier signals. Con-
versely a reduced frequency of pulsed signals will result in
more time passage between adjacent pulses of embedded
LED carrier signals. In some embodiments, regardless of the
frequency selected for the pulses of embedded LED carrier
signals, a minimum voltage/current is provided to the LED’s
32 to exceed the sensitivity threshold detection level for the
photodiodes 20.

In some embodiments, a desired level of illumination may
be provided by variable regulation of the amplitude of pulses
of embedded LED carrier signals, the frequency of the
pulses of embedded LED carrier signals, or both the ampli-
tude and the frequency of the pulses of embedded LED
carrier signals as emitted from the LED’s 32. Dimming of
illumination or increased illumination, as well as intensity,
color and/or temperature of light is available for regulation
through the variable injectors or power supplies which may
be controlled by controllers or servers 40 in communication
with LED light fixtures 12.

In some embodiments, the amplitude of pulses of embed-
ded LED carrier signals may be increased and simultane-
ously the frequency of pulses of embedded LED carrier
signals may be increased resulting in increased illumination.
In some embodiments, the amplitude of pulses of embedded
LED carrier signals may be increased and simultaneously
the frequency of the pulses of embedded LED carrier signals
may be unchanged resulting in an increase in illumination.

In some embodiments the amplitude of pulses of embed-
ded LED carrier signals may be increased and simultane-
ously the frequency of pulses of embedded LED carrier
signals may be decreased resulting in either an increase or a
decrease in illumination dependent on the combined effect
of the amplitude/frequency change.

In some embodiments, the amplitude of pulses of embed-
ded LED carrier signals may be unchanged and simultane-
ously the frequency of pulses of embedded LED carrier
signals may be increased resulting in an increase in illumi-
nation. In some embodiments, the amplitude of pulses of
embedded LED carrier signals may be unchanged and
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simultaneously the frequency of pulses of embedded LED
carrier signals may be decreased resulting in a decrease in
illumination.

In some embodiments the amplitude of pulses of embed-
ded LED carrier signals may be decreased and simultane-
ously the frequency of pulses of embedded LED carrier
signals may be increased resulting in either an increase or
decrease in illumination dependent on the combined effect
of the amplitude/frequency change. In some embodiments
the amplitude of pulses of embedded LED carrier signals
may be decreased and simultaneously the frequency of
pulses of embedded LED carrier signals may be unchanged
resulting in a decrease of illumination. In some embodi-
ments the decrease of both the amplitude and frequency of
pulses of embedded LED carrier signals results in a decrease
of illumination.

In some embodiments the amplitude or the frequency of
embedded LED carrier signals may increase or decrease at
a variable rate or at a constant rate.

As depicted in FIG. 6, a traditional duty cycle is shown
having pulses of embedded LED carrier signals 46 of
constant amplitude and frequency cycling through an off
status 48. Superimposed over the traditional duty cycle is
shown a sensitivity threshold detection level 44 as provided
in at least one embodiment of the invention.

As depicted in FIG. 7 a duty cycle is shown having pulses
of'embedded LED carrier signals 46 of decreasing amplitude
and constant frequency cycling through an off status 48.
Ilumination generated from the traditional duty cycle of
FIG. 7 is dimming.

As depicted in FIG. 8 a duty cycle is shown having pulses
of embedded LED carrier signals 46 of constant amplitude
and decreasing frequency where the time interval “A” is less
than the time interval “B”, and time interval “B” is less than
time interval “C” resulting in the emission of reduced
illumination.

As depicted in FIG. 9 a duty cycle is shown having pulses
of'embedded LED carrier signals 46 of decreasing amplitude
and decreasing frequency. In FIG. 9 the amplitude of pulse
“A” is greater than the amplitude of pulse “C” which in turn
is greater than the amplitude of pulse “E”. In FIG. 9 the
frequency between adjacent pulses is decreasing, where the
time interval “B” is greater than the time interval “D”, which
in turn is greater than the time interval “F”. The illumination
represented by the duty cycle graph of FIG. 9 is dimming.

In at least one embodiment as depicted in FIG. 10 a duty
cycle for a continuous pulse of embedded LED carrier
signals 46 having a set amplitude is shown.

In at least one embodiment as depicted in FIG. 11 a duty
cycle for a continuous pulse embedded LED carrier signal
46 is shown having a first amplitude 50 and a second
reduced amplitude 52. The illumination represented by the
duty cycle graph of FIG. 11 is dimming. The transmission/
communication of embedded LED carrier signal 46 is not
interrupted and is not cycled through zero or an off status.

In at least one embodiment as depicted in FIG. 12 a duty
cycle for a continuous pulsed embedded LED carrier signal
46 is shown having a decreasing amplitude between adjacent
pulses and a constant frequency between adjacent pulses. As
depicted in FIG. 12 sensitivity threshold detection level 44
is shown and first pulse 54 has a larger amplitude as
compared to the amplitude of second pulse 56. The ampli-
tude of second pulse 56 is also greater than the amplitude of
third pulse 58. Between pulses 54, 56 and 58 a pulse at least
as high as the sensitivity threshold detection level 44 is
provided. It should be noted that the pulse amplitude
between adjacent pulses 54, 56 and 58 may be larger than the
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sensitivity threshold detection level 44. The illumination
depicted by the duty cycle graph of FIG. 12 is dimming.

In at least one embodiment as depicted in FIG. 13 a duty
cycle for a continuous pulse embedded LED carrier signal
46 is shown having an amplitude alternating between a first
level 60 and a second reduced level 62. Amplitude 62 is
greater than or equal to sensitivity threshold detection level
44. As depicted in FIG. 13 the frequency between adjacent
pulses is decreasing where time period “A” is shorter than
time period “B”, and time period “B” is shorter than time
period “C”. The illumination depicted by the duty cycle
graph of FIG. 13 is dimming.

In at least one embodiment as depicted in FIG. 14 the duty
cycle for a continuous pulse embedded LED carrier signal
46 is shown. As depicted in FIG. 14 the amplitude of the
pulses is decreasing over time, in that the amplitude “A” is
greater than the amplitude of adjacent pulse “C” which in
turn is greater than the amplitude of adjacent pulse “E”
which is greater than the amplitude of adjacent pulse “G”. A
base amplitude 64 is provided between adjacent pulses
where base amplitude 64 is greater than or equal to the
sensitivity threshold detection level 44. As depicted in FIG.
14 the frequency is decreasing where time period “B” is
shorter than time period “D” which in turn is shorter than
time period “F”. As depicted in FIG. 14 the pulses are
getting weaker over time, and the duration of time between
adjacent pulses is increasing. The illumination depicted by
the duty cycle graph of FIG. 14 is dimming.

In a first embodiment a security system is disclosed
comprising: a pulsed light communication device compris-
ing at least one transmission light emitting diode, at least one
photo detector, and a plurality of indicator light emitting
diodes, said plurality of indicator light emitting diodes
emitting at least one of a plurality of wavelengths of colored
light; and a controller in communication with said at least
one transmission light emitting diode, said at least one photo
detector, and said plurality of indicator light emitting diodes;
wherein said pulsed light communication device is in com-
munication with at least one network, said at least one
network having a network security level, said network
security level being identified by at least one of said plurality
of wavelengths of colored light; wherein said controller is
constructed and arranged to communicate with said network
and to illuminate said indicator light emitting diodes to emit
said at least one wavelength of colored light identified for
said network security level.

In a second embodiment according to the first embodi-
ment, the security system further comprises a managed
switch in communication with said controller.

In a third embodiment according to the second embodi-
ment the managed switch provides at least two networks.

In a fourth embodiment according to the third embodi-
ment each of said at least two networks have different
network security levels, each of said network security levels
being identified by a different wavelength of colored light.

In a fifth embodiment according to the third embodiment
at least two networks are disclosed comprising a first net-
work, said first network having a first network security level,
said first network security level being identified by a first
wavelength of colored light.

In a sixth embodiment according to the fiftth embodiment
at least two networks are disclosed comprising a second
network, said second network having a second network
security level, said second network security level being
identified by a second wavelength of colored light.

In a seventh embodiment according to the sixth embodi-
ment the controller is constructed and arranged to operate in
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a first state to illuminate said indicator light emitting diodes
to emit said first wavelength of colored light.

In an eighth embodiment according to the seventh
embodiment the controller is constructed and arranged to
operate in a second state to illuminate said indicator light
emitting diodes to emit said second wavelength of colored
light.

In a ninth embodiment according to the eighth embodi-
ment said second state represents unauthorized access to
said second network.

In a tenth embodiment a security system is disclosed
comprising an electronic device, said electronic device
being in communication with a pulsed light communication
device, said electronic device comprising a controller, at
least one transmission light emitting diode, at least one
photo detector, a network interface and a plurality of indi-
cator light emitting diodes, said plurality of indicator light
emitting diodes comprising light emitting diodes emitting at
least one of a plurality of wavelengths of colored light, said
controller being in communication with said at least one
transmission light emitting diode, said at least one photo
detector, and said plurality of indicator light emitting diodes,
said electronic device being in communication with at least
one network, said at least one network having a network
security level, said network security level being identified by
at least one of said plurality of wavelengths of colored light,
said controller being constructed and arranged to commu-
nicate with said network and to illuminate said indicator
light emitting diodes to emit said at least one wavelength of
colored light identified for said network security level.

In an eleventh embodiment according to the tenth
embodiment comprising a second pulsed light communica-
tion device comprising at least one second transmission light
emitting diode, at least one second photo detector, and a
plurality of second indicator light emitting diodes, said
plurality of second indicator light emitting diodes emitting at
least one of a plurality of wavelengths of colored light and
a second controller in communication with said at least one
second transmission light emitting diodes, said at least one
second photo detector, and said plurality of second indicator
light emitting diodes wherein said pulsed light communica-
tion device is in communication with said at least one
network, said second controller being constructed and
arranged to communicate with said network and to illumi-
nate said second indicator light emitting diodes to emit said
at least one wavelength of colored light identified for said
network security level.

In a twelfth embodiment the pulsed light communication
device comprises at least one transmission light emitting
diode, at least one photo detector, and a controller in
communication with said at least one transmission light
emitting diode and said at least one photo detector, said
controller generating a continuous uninterrupted modulated
pulsed light emitting diode light signal transmitting infor-
mation or data, said at least one photodetector having a
sensitivity threshold detection level, said continuous unin-
terrupted modulated pulsed light emitting diode light signal
having an amplitude equal to or above said sensitivity
threshold detection level.

In a thirteenth embodiment according to a twelfth
embodiment said information or data comprises an origina-
tion identifier.

In a fourteenth embodiment according to a thirteenth
embodiment said origination identifier comprises global
positioning system information.
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In a fifteenth embodiment according to a fourteenth
embodiment said information or data comprises a destina-
tion identifier.

In a sixteenth embodiment according to a fifteenth
embodiment said destination identifier comprises global
positioning system information.

In a seventeenth embodiment according to a sixteenth
embodiment the controller comprises global positioning
system routing system information.

In an eighteenth embodiment according to the twelfth
embodiment the continuous uninterrupted modulated pulsed
light emitting diode light signal has constant amplitude.

In a nineteenth embodiment according to the twelfth
embodiment the continuous uninterrupted modulated pulsed
light emitting diode light signal has variable amplitude.

In a twentieth embodiment according to the twelfth
embodiment the continuous uninterrupted modulated pulsed
light emitting diode light signal has a constant frequency.

In a twenty-first embodiment according to the twelfth
embodiment the continuous uninterrupted modulated pulsed
light emitting diode light signal has a variable frequency.

In a twenty-second embodiment according to the twelfth
embodiment the continuous uninterrupted modulated pulsed
light emitting diode light signal has constant amplitude and
a constant frequency.

In a twenty-third embodiment according to the twelfth
embodiment the continuous uninterrupted modulated pulsed
light emitting diode light signal has variable amplitude and
a variable frequency.

In a twenty-fourth embodiment according to the twelfth
embodiment the continuous uninterrupted modulated pulsed
light emitting diode light signal has constant amplitude and
a variable frequency.

In a twenty-fifth embodiment according to the twelfth
embodiment the continuous uninterrupted modulated pulsed
light emitting diode light signal has variable amplitude and
a constant frequency.

In a twenty-sixth embodiment according to the twelfth
embodiment the controller is constructed and arranged to
communicate with a network.

Applicant hereby incorporates by reference the following
patent applications and issued patents: U.S. Pat. No. 6,879,
263, issued Apr. 12, 2005; U.S. Pat. No. 7,046,160, issued
May 16, 2006; U.S. Pat. No. 7,439,847, issued Oct. 21,
2008; U.S. Pat. No. 7,902,978, issued Mar. 8, 2011; U.S. Pat.
No. 8,188,861, issued May 29, 2012; U.S. Pat. No. 8,188,
878, issued May 29, 2012; U.S. Pat. No. 8,188,879, issued
May 29, 2012; U.S. Pat. No. 8,330,599, issued Dec. 11,
2012; U.S. Pat. No. 8,331,790, issued Dec. 11, 2012; U.S.
Pat. No. 8,542,096, issued Sep. 24, 2013; U.S. Pat. No.
8,543,505, issued Sep. 24, 2013; U.S. Pat. No. 8,571,411,
issued Oct. 29, 2013; U.S. Pat. No. 8,593,299, issued Nov.
26, 2013; Ser. No. 12/126,227, filed May 23, 2008; Ser. No.
12/750,796, filed Mar. 31, 2010; Ser. No. 13/427,358, filed
Mar. 22, 2012; Ser. No. 13/479,556, filed May 24, 2012; Ser.
No. 13/706,864, filed Dec. 6, 2012; Ser. No. 13/9272,294,
filed Aug. 21, 2013; Ser. No. 14/033,014, filed Sep. 20,
2013; Ser. No. 14/050,759, filed Oct. 10, 2013; Ser. No.
14/050,765, filed Oct. 10, 2013; 61/432,949, filed Jan. 14,
2011; 61/778,672, filed Mar. 13, 2013; 61/783,501, filed
Mar. 14, 2013; 61/819,861, filed May 6, 2013 and 61/867,
731, filed Aug. 20, 2013; 61/927,638, filed Jan. 15, 2014;
61/927,663, filed Jan. 15, 2014.

The above disclosure is intended to be illustrative and not
exhaustive. The present disclosure suggests many variations
and alternatives to one of ordinary skill in this field of art.
All these alternatives and variations are intended to be
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included within the scope of the claims where the term
“comprising” means “including, but not limited to.” Those
familiar with the art may recognize other equivalents to the
specific embodiments described herein, which equivalents
are also intended to be encompassed by the claims. While
one or more preferred embodiments have been described in
detail, it will be appreciated that the present disclosure
comprehends other embodiments as well. For example,
while less preferred, one or more paddles may take a
different form than the one or more preferred forms
described in detail herein and still be comprehended by the
present disclosure.

All US patents and applications and all other published
documents mentioned anywhere in this application are
incorporated herein by reference in their entireties.

The particular features presented in the dependent claims
can be combined with each other in other manners within the
scope of the present disclosure such that the present disclo-
sure should be recognized as also specifically directed to
other embodiments having any other possible combination
of the features of the dependent claims.

A brief abstract of the technical disclosure in the speci-
fication is provided as well only for the purposes of com-
plying with 37 C.F.R. 1.72. The abstract is not intended to
be used for interpreting the scope of the claims.

What is claimed is:

1. A security system comprising:

a pulsed light communication device comprising at least
one transmission light emitting diode, at least one
photo detector, and a plurality of indicator light emit-
ting diodes, said plurality of indicator light emitting
diodes emitting at least one of a plurality of wave-
lengths of colored light;

a controller in communication with said at least one
transmission light emitting diode, said at least one
photo detector, and said plurality of indicator light
emitting diodes; and

a managed switch in communication with said controller,
said managed switch providing access to at least two
networks, each of said at least two networks having
different network security levels, each of said network
security levels being identified by a different wave-
length of colored light;

wherein said controller is constructed and arranged to
communicate with said at least two networks and to
illuminate said indicator light emitting diodes to emit
said at least one wavelength of colored light identified
for each of said network security levels.

2. The security system according to claim 1, said con-
troller being constructed and arranged to operate in a first
state to illuminate said indicator light emitting diodes to emit
a first wavelength of colored light.

3. The security system according to claim 2, said con-
troller being constructed and arranged to operate in a second
state to illuminate said indicator light emitting diodes to emit
a second wavelength of colored light.

4. The security system according to claim 3, said second
state representing unauthorized access to said second net-
work.

5. A security system comprising:

an electronic device, said electronic device being in
communication with a pulsed light communication
device, said electronic device comprising a controller,
at least one transmission light emitting diode, at least
one photo detector, and a plurality of indicator light
emitting diodes, said plurality of indicator light emit-
ting diodes emitting at least one of a plurality of
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wavelengths of colored light, said controller being in
communication with said at least one transmission light
emitting diode, said at least one photo detector, and said
plurality of indicator light emitting diodes, and at least
two networks, each of said at least two networks having 5
a different network security level, each of said network
security levels being identified by at least one of said
plurality of wavelengths of colored light, said control-
ler being constructed and arranged to communicate
with each of said networks and to illuminate said 10
indicator light emitting diodes to emit said at least one
wavelength of colored light identified for each of said
network security levels.
6. The security system according to claim 5, comprising
a second pulsed light communication device comprising at 15
least one second transmission light emitting diode, at least
one second photo detector, and a plurality of second indi-
cator light emitting diodes, said plurality of second indicator
light emitting diodes emitting at least one of a plurality of
wavelengths of colored light; and 20
a second controller in communication with said at least
one second transmission light emitting diodes, said at
least one second photo detector, and said plurality of
second indicator light emitting diodes;
wherein said second controller is in communication with 25
at least one of said at least two networks, said second
controller being constructed and arranged to commu-
nicate with said at least one network and to illuminate
said second indicator light emitting diodes to emit said
at least one wavelength of colored light identified for 30
said network security level for said at least one net-
work.



